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>> TAKAAKI TOMIZAWA:  I'm engaged in policy at Microsoft.  I would like to start the session and I understand that the MC for the entire conference is not here but let me get on with the first session.  


The session is titled "Cloud Computing Forum:  Global Cloud Computing and its Challenges."  So we have 90 minutes for panel discussion.  We hope we will have discussions among panel members as well as engaging some of you in the audience as well.  


Let me first of all try to position the topic of this discussion you are familiar with the cloud computing network.  You have this huge limitless computing power it has been in work for five or six years already which means you don't need your own hardware.  And that will not be that having to maintain your computer.  You can have much more flexible usage; however, there are also concerns about security and 

(Audio is garbled)

 Audience to join us with the fine panel member and we are fortunate to have these very busy people to join us in the panel.  They are very active in their respective countries.  I will call you up.  First of all, Mr. Craig Baty; he is from Australia and New Zealand.  And also we are happy to have him broken away from his very busy schedule.  


Next we have Eric Clemons.  He is from the Wharton School of the University School of Pennsylvania.  Next we have Miss Matsuba from GE Healthcare Japan.  GE Healthcare is a solution provider to the medical industry and I hope we will have I believe to have her perspective today.  


Then we have from Ministry of Internal Affairs Communications Mr. Yuji Nakamura, director of convergence strategy and finally Mr. Mikimasa Nakayama.  He is in charge of cloud service at NTT communications, looking after the platform and hosting.  


And so if anyone would like to join us here on stage, raise your hand.  If not we'll go into the discussion.  


This is the first question would I like to ask you but before we go to that, let me show you this diagram.  


If an American company were to provide public services here in Japan, this would be the likely scenario.  And the panel members probably all belong to one or the other of the boxes which are shown here.  On the right-hand side you have Japanese company or U.S. company.  These are operating companies, whether they belong to Japan or whether they belong to the U.S., so the nationality of the companies.  


Then on the left-hand side we show the location of these services, whether it's in Japan or Singapore.  And solution provider who will be placed closest to the end users.  In the middle we have cloud service provider and on the end the data center operators.  


Today as we begin with panel discussion this is the first question but before you speak would I like to ask you to introduce yourselves and I know that you represent various positions, roles, and so what's the benefit of cloud services as you have observed or what are the challenges of cloud services that you personally have observed in your respective roles?  I have decided the order I'll be asking to you answer these questions.  


First would I like to ask the view of the administrative position so I'll ask Mr. Nakamura to give his view on the entire industry and next Dr. Clemons from the academia and then we'll go to Miss Matsuba.  And then they will be followed by Mr. Nakayama and Mr. Baty as service providers of the cloud services.  


 And we have a domestic cloud service provider, Mr. Nakayama, and then finally cloud service provider from abroad.  


So please cite the challenges and benefits as you see in cloud service.  Yuji Nakamura, thank you.  


>> YUJI NAKAMURA:  I would like to thank the members of IGF for inviting me to this forum today.  And I thought that I would present in English because of the heat I think I forgot it all home so I have to resort back to the Japanese to give my presentation.  


I belong to MIC and I am looking at the global ICT strategy.  One of those strategies we're looking at will be how to have the cloud service spread.  Today, I would like to look at the cloud services as we see here in Japan.  At the same time also the trend we see internationally in the cloud services.  


First of all

(Garbled)

 One of the benefits we see in the cloud services, I think in business where we find benefits and also on the personal level so I think these are the two areas that I see.  When we speak of businesses, especially for the small and medium-sized enterprises, you can probably feel the benefit of the cloud services.

(The audio is very garbled and very hard to caption)

 But if you were trying to start a business, and when you consider the cost and also the speed with which you want to develop your enterprise, and also how the scalability cloud offers, these are some of the advantages we can see in the cloud.  


As for individuals, how the cloud would help one thing we should not forget in Japan is how the east Japan earthquake which we all experienced in March of last year.  Example, medical information 

(Very garbled)

 Also that very and many of the people had access.  So if cloud services were available, and if -- stored on a server that has been -- they would not experience the difficulties in the disaster.  There could be many types of advantages for the individual as well.  


If you look at the screen here, we have the cloud strategy as we have developed in the ministry.  Policies that are based on the -- strategy.  Pillars of this strategy would be areas we are looking at the organisation strategy, secondary is the technology strategy, and third is international strategy.  In each area we are trying to identify each area.  We have looked at the utilization of the cloud the safety and security of being able to use cloud system and ICT system might be one of the critical challenges.  


We turn to the technology area.  There are many cloud systems, but, so how can we help and most efficiently use these resources?  It's a challenge.  


And also it would be room for developing the cloud technology efforts.  


And lastly, internationally strategy area, there is a lot of 

(Garbled)

 International orders so one challenges how to determine the rules under which such data can be exchanged across the boards.  


That is I think all the time I have for this first question. 


>> TAKAAKI TOMIZAWA:  Thank you very much.  We will ask Dr. Clemons to continue.  


Please turn on your microphone.  


>> ERIC K. CLEMONS:  Does that sound any better?  Good.  I'm Eric Clemons, trained in physics and operations and I teach at the University of Pennsylvania, computer science and currently 

(Very garbled audio, unable to understand)

 I have spent last night at the reception, and connecting to it -- when I was discussing the contract -- when I am talking and worrying about the -- this is based on appearance.  I wrote my first paper on the regulating Google in 1991.  Which is interesting because bidding with Google didn't exist in 1991.  There was a prior example of online search and develop power 

(Unable to understand the audio stream)

 (Garbled audio)


>> ERIC K. CLEMONS:  Especially these two finished the -- 

(Garbled audio)

 It was 40 degrees below zero and there was a rule you had to book in the flight three days in advance and I was only there for two days.  At which time my reservation was -- I had no way of getting out and there was only the one airline.  Let me assure you when it is 40 degrees below zero and there's only one airline, you do whatever he says in order to get out!  That's called vendor -- 

(Garbled audio)

 I have done time-sharing in 1970.  I had a computer connection in my home in 1970.  My e-mail address has not changed since 1976.  I've been doing the same thing for a very long time.  When you cannot get your data back, you have a problem.  I can put my software, regenerate software.  I cannot generate the online history of my organisation.  So the real problem is the data hostage problem, a vendor who refuses to give you access to your data.  


The second problem is privacy.  We have all had problems with privacy but in fact now everything is remote.  Everything you have ever done, anything your clients have ever done, is in somebody's else's care so the Vendor holdup, fear of outsourcing and privacy, fear of outsourcing will limit the growth of the cloud.  


There are very quick solution to both which I will address now and then when I get the microphone back I'll talk about the possible role of the United Nations and the possible role of government in implementing the solutions.  


Risk management.  The vendor holdup has a very easy solution, and it is contractually for every transaction, the nothing but the raw transaction, if you wish, entire data stream, could be archived elsewhere.  I don't care if you keep it in a vault in Switzerland along with your money.  I don't care if it's in the Australian outback or in Singapore but if you have a data escrow account, if all your data is not only with Google, with Rapspace, Amazon, if all data is also stored in a safe, secure location, the vendor holdup problem is largely obliterated.  There is a solution to this, I'll put it in print so nobody can copyright it, I mean everybody can copy it but once it's public domain, it's very easy, technological solution for the data escrow problem is cheap.  We know how to do this technically. 


Then the privacy thing is more complicated.  On the privacy thing we need standards and laws.  If the consumers do not want to -- and I'm not talking about moving all your data off-country and then having Americans panic because you violated the Patriot Act.  I'm talking about companies whose policies explicitly involves con textual snooping, companies hoops policies entitle them to mine every interaction you have with Google or Facebook or every interaction you have with Microsoft.  And build a business on that.  


I think if consumers don't want that, one of the biggest problems in the cloud is enforcing the policies that consumers want because if you have a jurisdictional problem, the German consumer whose privacy was violated by going to a French website and that was violated by an American company working through a Japanese advertising firm, I have no idea how you regulate that.  


I think the second problem that I see is consumer acceptance and part of consumer acceptance is to figure out what consumers want.  Design a legal system that enforces it and set the penalties high enough to actually demand compliance.  


When I was a kid, my friends at MIT, in Boston, had cars.  Offstreet parking was very expensive.  But the fine for parking legally was only $2 a night.  It was there fo cheaper to park illegally and pay the fine than it was to rent a garage.  If we want to limit snooping, the penalty for invading the consumer's privacy has to be higher than the benefit from invading that consumer's privacy; otherwise, it's an invasion of privacy tax and it has to be enforceable.  


Thank you.  


>> Hi, I'm -- with the community of IGF.  I am here to represent our voices of customers and I come from a very specific perspective of healthcare.  


>> KYOKO MATSUBA:  So this is more specific in the healthcare industry users.  With that I'd like to introduce to you what we, GE healthcare, has started, it's almost a year ago as a first of the medical cloud archive service in Japan.  


So the slide that you are looking at right now just summarizes what we thought as today's challenges.  Some are specific but not only specific in healthcare.  I'm sure you can relate to other industries as well.  When you think of a volume in this context of medical images or medical or healthcare data like the electronic medical records or in Japanese 

(Speaking Japanese)

 It's increasing by day.  The more you get healthcare services, or the more balanced the healthcare services are today, the more data you get.  


And the ultimate question is: Where does that data belong?  Who owns it ultimately?  


Hospitals operate it.  Hospitals provide healthcare services but whose data is it?  Is it for the patient?  Is it co-owned by hospital and patients?  Then there is an issue of third party coming in to manage the data for you.  We thought as an introduction to medical cloud archive is, one, cost containment, but also like Nakamura-san mentioned earlier some measures for disaster recovery and also Dr. Clemons mentioned a means for better scalability, optimal cost but without the fear.  I was thinking when he mentioned the fear vs., a lot of healthcare providers with the patients are very worried about their data.  But from our experience, due to the lack of experts in this area from a vendor's point of view, many healthcare institutions still hesitate to go into a medical cloud archive because they fear so much what would happen to the data that they co-own with the patients. 


So that is a quick introduction of what we do.  


And when you -- could you go to the next slide, please.  


As one way, there are multiple ways we believe but one way we decided to provide a service is to have secure data center in compliance with a Japanese, in this case I am talking about a Japanese medical cloud archive service.  In compliance with Japanese guidelines that arise from not only the Ministry of Healthcare but also the Ministry of Trade and Commerce and then also the Ministry of Internal Affairs which is where Nakamura-san is from today.  


We believe very strictly being in compliance with those guidelines is one way to work with healthcare institutions to minimize their concerns or fears so they can make a step above what they have toward longer-term cost containment as well as a optimal management of the patient data.  


As a closing of my introduction part, you can actually go to the next slide.  


Here is some interesting data I wanted to share with you today.  In is a questionnaire we had almost two years ago at a Japanese Red Cross technology conference, a gathering of Japanese Red Cross technologists who gather together and exchanged ideas what they wanted to do and what they're concerned about, and what they think are the trends with healthcare data, healthcare information technology, so on and so forth.  


When you look on the left-hand side, the question and interestingly actually we are planning on doing the same study or same questionnaire after the earthquake disaster but we believe the response will probably be very, very similar.  Any way, on the left-hand side, you see the questionnaire respondents picked disaster recovery data security along with cost con detainment as three most important motivations of them going into data center.  Doing so or in selecting a collaboration partner, which is on the right-hand side, the first thing along with the pressing that the healthcare vendors provided as a reason or criterion was the vendor credibility.  


So that's where we believe really it reflects their, like I mentioned earlier, the lack of experts in this area and also certain concerns that they have over interesting somebody for the long term data management.  


So that is the closing of my first part and in the later part I'd also like to share with you what we are being told by our customers as well as what we are planning on doing for the future.  


Thank you very much.  


>> TAKAAKI TOMIZAWA:  Next we'll turn to Mr. Mikimasa Nakayama so let me speak in Japanese, too.  


>> MIKIMASA NAKAYAMA:  I am in charge of promoting cloud communication or cloud services, and at the same time, I belong to various consortia in Japan concerning cloud services.  


And through these roles, I do have an opportunity of creating an ecosystem with other cloud vendors in Japan.  I also work on creating guidelines for standardization of clouds.  


In some unique roles, I have a mechanism for determining the skills of cloud operators and technicians.  


Please go to the next slide.  At entity communications we have been providing services mainly in Japan; however, we are shifting the structure of the business and as we have written here seamless cloud for the world which means we are trying to expand our cloud services on a more global scale.  


So I don't think I should be doing any advertisement today for the company but because it does have to do with the topic today, let me talk to you about the main product.  


The first is an enterprise cloud, mostly private cloud, for enterprises.  And we offer our services not just in Japan but we also have data centers located outside of Japan and so we provide on-demand services to our customers that is the best fit for all the requirements of their customers as it's a customized service.  


And what's important for the service is that we have a good network between the data centers and we do this by utilizing the virtualization technology and this technology is called "Open flow" and this is how we are connecting the data centers.  Next slide.  


This service is offered just in Japan and Hong Kong currently and from this year and going on to next year we plan to expand our services on a more global scale.  


Currently most Japanese corporations feel that their major challenge is how they can expand their business abroad.  So when these Japanese companies, enterprises, want to be outside of Japan, they also need ICT platform upon which they can build their business.  


For these companies who are operating globally, they would be using data centers from more local areas where they are located but they want to have a high unified infrastructure globally so they can also control their cloud or they can have a good governance over the data centers that they have and this will be a key for them to win in the international competition.  


And so this is one more advantage that cloud service brings about for the enterprises.  


Next slide, please.  We also have a public cloud service.  It is called "Cloudn.  "

And the service is offered at data centers in the U.S. and Japan currently.  And 30 to 40%, we are priced at 30 to 40% of  Amazon EC 2.  Just as an aside cloudn or you could read it as cloudn and in Japanese noodles are called udon, you can see a picture of the left hand bottom corner, so please remember the word udon for the Japanese noodles, so it's look cloudn so for our visitors from abroad make sure you have a taste of Japanese noodles or udon while you are hear.  


That's all for myself.  Thank you very much.  


>> TAKAAKI TOMIZAWA:  Now I would like to then ask Mr. Baty.  


>> CRAIG BATY:  I'm Craig Baty, Chief Technology Officer for Fujitsu Australia and part of a team of five CEOs who help do strategy outside of Japan.  


I have been with Fujitsu this time for two years but spent 12 years with them from 1984 to -- 10 years with them, from 1984 to 92, including a year in Japan.  Prior to rejoining this time, I spent 12 years with Gartner as CEO of Gartner Japan and head of Gartner research in Asia Pacific.  I have background on advising end users on strategy, especially in sourcing and service and cloud fits very nicely into that.  


One of the questions was what is important about cloud?  First I'd like to start with why cloud is important to Fujitsu as the largest IT company in Japan and the third largest services company globally, Fujitsu has a unique position in the IT ecosystem.  We manufacture ID tags and consumer devices and phones right through to laptops, PCs, high-end servers, supercomputers, satellite systems and undersea cabling systems as well as telecommunications.  


The knowledge gained from working very heavily with consumers, government and enterprise, we formed a -- our president Yamamoto has coined the phrase "humancentric society."  Basically we view computing differently to the way computing has been viewed in the past.  In the old mainframe days -- and I was a mainframe computer guy -- you had to be in the same room or connected closely. 

Then we moved to the network era of cloud and so on and we are still partially in the network era where it doesn't really matter where the computer is.  But you still really have to work in many ways as the way the computer wants to work.  


We envision a society where integration of people can work together to make life easier for humans, to actually improve the human state and change the way computing works.  Rather than having computers at the center, have humans at the center.  We believe cloud is the enabler for this.  Our chairman is on record saying we inhe tend to grow cloud revenue from 1.3 billion US this year to over 16 billion U.S. in three years, a 14  times growth.  That means cloud will represent 20 to 30% of all revenue by 2015.  We have a very big stake in the game. 

The society sounds like a concept but I'll give you an example how we made it real.  Earlier one of the panelists mentioned the earthquake and the tsunami and resulting devastation.  


What people don't realize is that apart from the requirements for healthcare and getting humans back on track, there's the emotional need for humans.  And lots of people lost their pets, they lost dogs and cats and other animals.  So one of Fujitsu's emergency responses, we had lots of people involved, but one was to set up a pet cloud so that humans could be reunited with their pets.  This was not for the dogs or cats to use, of course, this was for humans.  

(Garbled audio again)

 Internet cafe, set these things up, that's a very interesting example.  How do you make it real in a business -- over the years Japan has been losing like plots of lands after the war now 

(Garbled audio)

 Children are in their 50s or 60s and they don't want to be farmers but for farmers, they have start today employ workers and the challenge is how do I look after their health and safety?  How do I schedule my 

(Garbled audio)

 How you select something to put in the cloud and very challenging to many people one of the first things I need to see that low priority.  So thank you.  


>> TAKAAKI TOMIZAWA:  

(Very garbled audio)

(Very garbled audio, unintelligible)


>> TAKAAKI TOMIZAWA:  Thank you.  There were two questions, what are some solutions to some of the challenges we mentioned and the second one is: What is the request to the government?  I'll answer that in terms of the world not just 

(Garbled audio)

 Apart from the research we did in February, global research, 6,000 consumers, people like lawyers and teachers on 

(Garbled audio, unintelligible)


>> CRAIG BATY:  What we discovered is confusion about we did this survey two and a half years ago, it formed the basis of 

(Garbled audio, unintelligible)

(Please have the speakers use the microphone to see if that helps with the garbled audio, thank you)


>> Cloud services has been said to -- Mr. Nakamura --

(Garbled audio, unintelligible)


>> We would be proceeding on this aspect.

(Garbled audio, unintelligible)


>> It is quite strong in this area so I do like to work with the U.S. and other countries to work on standardization of that network controlling.  I would also like to mention that, in the U.S. Japan, so in order to proceed, to have this dialogue, the Japanese cloud service providers -- to grow the provider in this area, very important, I think.  That is all.  


Thank you very much.  Thank you.  


>> TAKAAKI TOMIZAWA:  Next is from the risk management in the healthcare area you can go back to the slide where it says today's challenges.  Like I introduced earlier, one of the solutions that we provide is with compliance 

(Garbled audio again, unintelligible)

 When you look at it from a cost center point, it is hard for them to have the same bandwidth having same expertise in the IT security management.  


Now I go into my second part or second part of the 

(Garbled) 

 When a hospital considers, that is where cost containment or also for more optimal data management.  What in the -- what they're experienced in.  What they find, what are the challenges and how those challenges can be overcome.  So that's the kinds of thanks that we believe can be more neutral because 

(Garbled, unintelligible)

 The second part which we can learn from the U.S. experience is for the (?) In the area of cloud service.  There are many things that --

(Garbled)

(Garbled audio)


>> Thank you very much.  Could you put up the slide please that says role of government on the top?  Since I am motivated by worry rather than fear, I thought of words to describe the problems and solutions in my previous 

(Garbled audio)


>> The only country that can mine -- than the United States is probably decided that it is in America's best interests to do the treaty.  Treaty on the cloud.  That would be the United States as Google, tax on Japan, it would be Amazon, kind of providers the problem is that we have the United Nations locked in this.  If we were to get everything we wanted from a United Nations treaty on the cloud, we would have much, it wouldn't be much.  One would be the rights of individual privacy, as defined by the citizens of one nation that have to be respected by the software vendors of all nations.  The Japanese consumer does not track or cannot be tracked whether he goes to a website in Germany or whether he is using something in Seattle or California.  If they track but don't integrate it's okay for a single medical provider to keep access to his records but not share that with the organizations and the first thing would I expect from government is everyone would have to agree to respect the laws, most restrictive of the laws of any of the parties involved. 

The penalties would have to be real and they would have to be enforced.  At the next thing would I like to see is (?) In place.  Serious -- earthquakes would be nice but someplace where taxes in the predictable legal inquiry, contract law and then all nations would have to agree if they did that, in the cloud they would be calling it the Australia -- the contract, and how they adapt where and how disputes or arbitrated with the requirements for capacity planning, what the requirements are for every other aspect of the cloud contract so and it's something that we don't negotiate a 1-off and they go to the most powerful negotiator and the most complete and clever negotiator.  


Something I find interesting is we all understand that there is -- most infrastructure.  My students tell me the flight home for an American holiday know to book months in advance because no country can have adequate air traffic capability for Christmas Day, Mother's Day, Thanksgiving day.  That cannot be satisfied.  Another member of the discussion was a China necessary cloud customer who said probably he would never have a capacity problem on holidays again because all of his processing was in the cloud and I pointed out to him that Christmas was also actually western holiday which seemed to surprise him!  Then I pointed out that if every consumer in the world wants the cloud at the same time for transaction, you could indeed have a problem because no one builds from maximum capacity in a private enterprise organisation.  


So the little things like what are your obligations for capacity?  Under what conditions you fail?  Do you fail hard?  Do you fail soft?  What level are acceptable?  What levels are not?  Clearly different than they are for (?).  All of this needs to be intense identified but that's really not much.  We are talking about standard for arbitration and a gradient on the standard of privacy.  


Thank you.  


>> TAKAAKI TOMIZAWA:  Thank you.


>> It can be solved by the rules or 

(Garbled audio, unintelligible)


>> Need to be solved by multiple countries and multiple nations so perhaps -- 

(Garbled audio, unintelligible)


>> Thank you very much.  I thank Eric for the topics that need to be discussed here.  The first is a possible solution and second is the question to -- two questions that have been asked of us and panel members.  


As for that second question, that was asked, you want to have a very comfortable working environment so I think that is a subject we are discussing here today.  


If you could go back to the slide, the previous slide.  Now we discuss the issues the (?) Of technology and international strategy.  These are the three pillars I touched upon earlier.  (?) Having security or safety.  Especially when we speak about safety, the government as well as the service provider and the users all must fulfill their responsibilities.  


As one for the role of the government, the panel members have already touched upon this.  But government needs to protect privacy.  They also need to maintain the security of the data.  These are the two important things in the role of government.  


On the other hand, if we have rules which are too strict, then this could hinder the growth of the cloud.  


So we need to make sure as the government to prepare rules which will be well-balanced set of rules in order to promote the advances of the cloud and what would be the minimum rules that would be needed.  

(Garbled, unintelligible)

 We with need to have things like checklists for the users and he things available so that the user can select the provider.  Those two need to be used.  This is a big advantage and also we should make a few slides the (?) Of the cloud and that needs to be understood by people as well because it has been mentioned before by (?) And there was mention that -- also in the medical -- in those areas that -- can be utilized so we're what kind of service can be provided as has been mentioned by these two speakers.  


So using the big data, what kind of service can be provided?  What kind of new business can be provided?  That needs to be more about -- more than people.  That is an important -- organisation.  


>> Discretion on the ongoing working groups.  MIT participating in this as observers.  So from a government aspect, we are trying to support this type of industry initiatives as much as possible.  


On the international front let me say that the international aspects going back to the one page before, as (?) Has already mention, in Japan and in -- in Japan and as we mentioned between Japan and the U.S., there is a cloud computing Working Group between the two governments and the discussion is to take place from the fall this year.  Between Japan and Europe we had the koud computing technical held in April of this year.  Between Japan we planned to continue with the EU side on the cloud computing.  


Also, we have the policy data that's from the Asian countries as well, in Korea, China and Australia, with those countries for the development and -- of the cloud, we would like to continue to do more in regards to cloud computing.  


The venue forum 

(Garbled, unintelligible)

 So it needs in this type of venue forum to develop -- quite useful, also for the government as well.  So there fo IGF and also the meeting among different regions, we are going to have government and as for the ask for the active input to be sent to the governments for the request.  Thank you.  


>> TAKAAKI TOMIZAWA:  Thank you.  We have more or less gone through the questions that I originally thought of.  


My first one, what kind of challenge do we have with cloud services and the second one is what are those challenges and the third, what is the -- what kind of role do we expect for the government to play?  So people who are representing different sectors and segments of this industry.  We only have a few minutes left and there is a lot of discussion after this.  In other words, what I'd like to think of this together is one thing for the audience 

(Garbled, unintelligible)

 Time but the this is the U.S./Japan dialogue between the two countries, bilateral between the U.S. and Japan.  If you think of the cloud, however, maybe in Hong Kong or data center may be in Singapore or in different countries from where you live, so if you have opinions, I would like to ask your opinion as well.  


For this type of the U.S./Japan data, or industry asking the government and making a request to the governments on these issues from Asian countries, how could this be useful how can this be useful from your perspective?  I cannot think of any specific case but if you have anything that you think would be useful for you, people from the Asian countries.  


>> I think Eric was talking about a very good point, some of the accounts and cloud computing.  I like to point out another thing about the cloud computing.  I don't know how many of you operate in the cloud, computing services, you're thinking about Google.  Do you know who is the second one?  Who is the third one?  No one care!  Because they are tiny compared with Google.  If you talk about social network, you are talking about Facebook.  Have anybody know who is the second place?  Nobody knows!  It's really huge gap.  And I think this is really a tremendous phenomenon in the Internet business.  Monopoly is really kind of dangerous.  I don't know how we can resolve it so we knows, and last one, are we going to talk about cloud computing three years after?  


>> ERIC K. CLEMONS:  Let me take a stab at the first part, Mr. Chairman.  


>> Excuse me.


>> I'm from Taiwan.  


>> ERIC K. CLEMONS:  Again, the problem of regulation is an interesting one for a variety of reasons.  In the United States, we passed something called the Sherman Antitrust Act and it was designed to regulate manufacturers and within a few years we had a new problem, called AT&T and switches were not computers in 1913.  We wanted everybody to be able to work with everybody else.  That required a monopoly and we didn't want a monopoly.  Most of the world nationalized telephony, Nippon, Deutsche Telecom.  What we did in the United States is said do all you want as long as you follow all the rules and you can't earn more than this much.  We can't micromanage you, we are government, we don't know enough, but we sure can set limits on your power.  


Now, I've been writing about the power of search, as I said, since 1991.  The first time I mentioned regulating Google was four or five years ago and my students actually hissed.  They said things like, "Google is my friend."  There were guys in the classroom who thought Google was a nonprofit corporation operated by donations from Silicon Valley billionaires.  


So Google has done a marvelous job, surviving in an industry where they have a tremendous amount of support.  


Search is a monopoly of a really interesting kind.  Just to add to your point, in 1984, in air travel we had two search engines.  1 with 43%, the other with 23% but each had 100% of their own users.  So in the small one, United threw Frontier out of its reservation system, Frontier immediately filed for bankruptcy.  Not only do you have a monopoly, you have power even in the absence of one.  Even if being 40% of the market.  And Google was 50.  They would both have monopoly power.  Really interesting industry.  


First time I talked about this in Washington I was hissed.  First time I tried to publish on this in the "Wall St. Journal" I was told that can't be right, and when I speak to lawyers, lawyers say things like, there is no law to govern this.  We know how to regulate monopoly sellers, we know how to -- don't know how to regulate monopoly supermarkets or regulate Wal-Mart. 

We certainly don't know how to regulate Google now.  


Now, I've been working with lawyers in the United States, I've been working, trying to find interested lawyers in Japan, but what makes this so complicated is, one, going the is very popular, two, very powerful.  Three, the law really does not deal with this kind of monopoly yet and, four, lawyers are really very uncomfortable suggesting regulation that is not covered by existing law.  


It's a very complicated problem and it has to be done in a way that is fair to the consumer, you know, if regulating Google decreased the quality of search, that's not a good thing.  It has to be done in a way that's fair to Google shareholders.  Google invested, they did cool stuff, kind of scary to go back and change the rules on them.  It has to be done in a way lawyers understand.  Lawyers don't like bold initiatives.  Lawyers don't like saying, well, there's no law for this, let's make one up!  


It's a very complicated problem and very exciting and I am willing to talk to anyone, including Google, about this.  Thank you.  

(Applause)

(Session concluded at 11:04)
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